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T1 etvat o Wnoelakog MetaoxXnuatiopog;

Ao 1o 2020, Aoyw COVID-19, €xouue oTPOPET 0€ MIG AOYIKA GEIOTTOINONC WNPIGKWV TEXVOAOYIWV KA
OEOONEVWV VIO TOV QVOOXEDIXOUO DIOIKKOIWV, TIPOIOVTWYV KO EUTIEIPIWV PJE OTOXO TNV EUENIEIX, TNV
ATTOOOTIKOTNTO KOI TOV TIPOCOVOTOAIGUO OTOV TTEAKTN.
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Apaoelg Wnelrakou Metaoxnuatiopou (1/2)

AeiToupyia JIKTOWV & eyKaTaoTdoewv: SCADA/TNAEUETPIX,
xI0ONTAPEC, avixveuon dIPPOWYV, OIGXEIPION TTIEONC

‘E€umivn pé€tpnon & TipoAdynon: AMR/AMI, akpiBeia uETPAOEWY,
QXUTOUOTOTIOINUEVES EKKOBXPIOEIC/ EICTIPAEEIC

Alxxeipion mayiwv & cuvtipnon: mobile epyaoieg mediou, GIS
OAOKANPWON

Moi6TnNTaX vePOU: online YETPAOEIS, AVOPOPES CUPPOPPWONC.

E€urtnpérnon moAiTn: e-aiTAuaTa/BA&BES, pavteRol, e-
TANPWUEC, OIKPAVEI




Apaoeilg Wnoelakou Metaoxnuartiopou (2/2)

Aedopéva & analytics: eviaia armoOAKn 0edoPEVWY,
dashboards, deiktec NRW/evEpyeiag/e00dwv

KuBepvoaopaAeia & avOekTIKOTNTA: MFA (MoAUTIOPOYOVTIKOG
‘EAeyxoc TautoTnTag), backup, ox€dia ouvéxeiag (NIS2/CER)

AicAeiroupyikdoTnTa: ERP/CRM/GIS, dicolvdeon pe kp&Tog,
avoIxT& APIs, TpoTUTIO

Opyavwon & de€I6TNTEG: poAol, eMaideuan, ANyYA
KOUATOUPGC
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[IpoPAnjpata kat AUOKOAIEG

KoTaKEPUATIONOG: OIPOPETIKE CUGTAUXTX (TIHoAOYnan, SCADA, GIS)

AedopEVA XKUNAAG TTOIOTNTAG: EANITIEIC YETPNOEIG, KOUVETIEIEQ

MpopnBeieg: anaiThoeic xwpig KPIs, eAITIEIC pATPEC UTTIOOTAPIENS/ ACPEAEINS

Y100€TnoN: avTioToon oTnV Aoy, EANEIYPN eKTTAIOEUONG

ZuvoeoIUOTNTA & EVEPYEIXK: TTPOBAAUXTO KEAUWNG KAXI TPOPODOCING

KuBepvoaopaAeia: KoivoxpnoTol Aoyapiaouol, backups xwpig 00KIPES

XpNUoTodO6TNON & CUVEXEIR: KUKAOC XPNUATOdOTNONG VS AEITOUPYIKA BIWCINOTNTX




Kuepvoaopaldeia kat Kpiotpeg Yriodoueg

[ATI TQPA;

To TEASUTOIC XPOVIOK TTXPOTNPEITOI XUENON €MIOE0EWV O KPIOIMES UTTOOOMER VEPOU, EVI TRUTOXPOVK
AUEGVETOI KOl 1 €EXPTNON TWV TTXPOXWV IO KIMOUOKPUOUEVN TIPOORKON (YEWYPOPIKA OIOTTOP&
EYKOTOOTROEWY, OVAYKN VI 24/7 nopokoAolOnonc Kol ToPEUROON XwEIC METOKIVNON,
TTEPIOPIOUEVOI GVOPWTTIVOI TTOPOI TTOU OUVETIAYETOH remote-first).

‘ETo1, ye Tnv Odnyia (EE) 2022/2555 (NIS2) kol pye Tnv Odnyia (EE) 2022/2557 (CER) 1o MNdciuo
vepd Kol Too ADUOTX avAKOUuv oTO PuBMIoTIKO Tedio TG EE wg «Baoikég ovidTnTEgr (essential
entities). AuTO ouvenayeTal BAOIKG METPOX XOPAAEINC KOI UTTOXPEWOEIC AVAPOPAC TTEPIOTATIKWV.




NounoOetiko ITAaiowo

ENQXIAKO AIKAIO

Kavoviouég (EE) 2019/881 (Cybersecurity Act): evioxuuévn ENISA &
TTAQICIO EUPWTTKIKAG TIOTOTOINONG

00nyia (EE) 2022/2555 (NIS2): koivo emimedo aopaAEING VIo
«BOOIKEC/ONUAVTIKES OVTOTNTEC, HETPO & AVAPOPK TTEPIOTATIKWV

0dnyix (EE) 2022/2557 (CER): avOeKTIKOTNTO KPIOIUWY OVTOTATWY
(00peuon/ANopaTa K.&.)

Kavoviouog (EE) 2024/2847 (Cyber Resilience Act - CRA): opilovTieg
OTXITAOEIC XOPAAEING VIO TIPOTOVTO UE WNPIGKEG OTOIXEIN

Kavoviouog (EE) 2025/38 (Cyber Solidarity Act): <Eupwmaiki Aotrido,
O0iKTUO SOCs & UNXAVIONOC EKTOKTNG OVAYKNG

T MOXPATGVW CUPTIANPOVOVTXI GO JIa TANBWE OdNYIWV Kol
Kavoviouwv (DORA, elDAS 2, EECC, GDPR, Al Act).

EONIKO AIKAIO

N. 5086/2024 (PEK A’ 23/14.02.2024):'I6puon EBvIKAG ApxNg
KuBepvoaopaAeiag (EAK) & apuodioTnTeg

N. 5160/2024 (PEK A’ 195/27.11.2024): Evowudtwon NIS2 — pétpa
dlaxeipiong Kivoovou, ovtoTNTeg, avapopée (24h/72h/1 pAva),
EL-CSIRT (Computer Security Incident Response Team) und Tnv EAK yix
AEITOUPYIKA UTTOOTAPIEN, TXPOKOAOUONON CUMBAVTWY KOXI XITOOTOAN
TIPOEIOOTIOINCEWV

N. 5236/2025 (PEK A’ 175/10.10.2025): Evowuatwon CER —
TTPOCOIOPIOUOC KPICIMWY OVTOTATWY, aPppodIa apxA: I'T MpooTaoiog
Kpiolpwv OvroTATwv (Y. MpooTaoiag Tou MoAiTn)

Ta mopanGvw cuumAnpwvovTal armd dIkPopeg YA Kol vOUOUG, EVQ
avapéveTal Kol n EOvikA XZTparnyiki KuBepvoaopaieiag 2026-2030.




T 1oxUel yua tig AEYA;

KYBEPNOAZOAAEIA

>To Tmedio epappoyne Tou N. 5160/2024
eumminTouv ol A.E.Y.A. EKEIVEC TTOU XOPOGKTNPICOVTAI
-KXT' €AGXIOTO- WC PECKIES EMIXEIPNOEIC CUPPWV
ME TO GPOPO 2 TOU MAPGPTANGTOC TNG OUOTHONG
2003/361/EK.

(ApIBuOC  umaANAwV  0g  KOBEOTWC TAAPOUG
amaoxoAnone) KAl [(ETAoloc KUKAOG €pyaoiwv) A
(ETAoI0C ouvoAIkOC looAoyiopog)]

TeoT umaywynQ: https://cyber.gov.gr/nis2-scope/

KPIZIMEZ YITOAOMEX

>To Tmedio epapuoynge Tou N. 5236/2025
EUTITITOUV OI TOMEIC Tou MdoIpou vepoU Kol TwV
AUPGTWV.

Qotboo, avauévetal ommd TN MevikA FpauPaTEIR
[MpooTaoiae Kpioiwwv OvrotATwyv (I.I.M.K.O.)
Tou Ymoupyeiou [pootaocixg Tou [OAITN V&
nmpoaodiopicel, €éwc TN 17n louAiou 2026, TIQ
KPIOIMEG OVTOTNTEC.


https://cyber.gov.gr/nis2-scope/

Ta entopeva Prjpata tov A.E.Y.A.

O1 A.E.Y.A. ou eummTouv oTo medio epappoyne Tou N. 5160/2024 6o mpémnel va eyypa@olv oTo
Mntpwo Tne EBvikAe Apxnc KuBepvoaop&ieiag péow Tne MNAaTPOpuag Eyypapng OvIoTATWY TOU
v.5160/2024.

Moc To oUvoAo Twv A.E.Y.A. TTIPOTEIVETA:

Xpnoiyomoiwvrag  Tov  0dnyd  auTtooa&loAdynong TNC  KUPBEPVOXOPAAEIC  OPYRVIOUWV
(CYBERSECURITY SELF ASSESSMENT TOOL) Tnc EOvikAc ApxNc KuPepvoxoPAAEInC Vo
OIEVEPYNOOUV GUTOOEIONOYNON TOU EMTIEOOU XOPARAEINC TWV CUOTNUGTWY OIKTUOU KO TTANPOPOPIMV
TOUC.

Na EekivhoeTe KOTOPTI(OVTOC EVa OTAO, OGAA& PECAIOTIKO TTAGVO TTOU VO KAEIVEI YPNYOPO TIC IO
EMIKIVOUVEC «TPUTTIEQ» — EI0IK& EKET OTTOU EXOUME OUCTAUOTO TNAEUETPING.




Evoeikuka «rmpwta» Brijpata

OpioTe utelBUVO KuBepvoaoPaAEInG (EoTw part-time)
KaTaypapn ko amotunwon otoixeiwv Information Technology (IT) & Operational Technology (OT):
OT: OUCTAPOTO TTOU EAEYXOUV KO TTHPOKOAOUBOUV PUOIKES DIEPYRTIES OTIWC AVTAIES, XICONTAPES KTA.
IT: ouoTAUOTX TTOU XeIpiovTal 0EBOUEVT & ETTIXEIPNOINKES AgIToupyieg ypapeiou omwe ERP, email, file servers KTA.
Anuioupyeite AvTiypopa AGPOAEIXS
EpapudoTe MoAuttapayovTikd EAeyxo TautoTnTog — MFA
Evepyomoinote antivirus,Tomko firewall, amayopsuon USB

Ekmaideuon otehexwv: Kavoveg anti-phishing, ava@opd UmonTou email, ynv avoiyeTe .exe/.js GPXEIx

KaTaoTpWoTE EVa YIKPO OXEDIO VTIMETMITIONG: TTOIOV KOAW OV €Xxw ransomware, email-compromise A MTwon
SCADA, e amopovevw YPRyopo dIKTUG/oTaBuo0c, o€ TTolov ONAWVw To cuuPav (eBvikn apxn/CSIRT)

AvaTpéETe oTo https://cyber.gov.gr/ yix mePIooOTEPES KA TTIO EEEIDIKEUPEVES OUUBOUAEG



https://cyber.gov.gr/

2Aa¢ uxaplotw yia v mpoooxt) oag!!!

AEYA

ENHZH ﬁHMOTIKQN EI'IIXEIPHEEQN




